(2021 Data Breach Investigations Report, 2021) report highlights that phishing represent 38% of breached which is one of the top action varieties in breaches, where the human factor involved in 85% of breaches. Therefor companies need to invest in cyber security awareness for their users not only in systems or IT employees although they are crucial issues. The cyber attackers focusing on weaknesses and while they find strong system and supper warriors they will concentrate on easy victims which are end users.

Agari Cyber Intelligence Division (ACID) to get a better understand for credentials phishing problem, during 6 months investigation seeded more than 8000 sites with credentials under their control, the sites impersonated login page such as Microsoft account and four others, they found that 91% of account during the first week were manually accessed by actors and 50% accessed within 12 hours (AGARI CYBER INTELLIGENCE DIVISION, 2021).

(Kumudha and Rajan, 2018) highlights that eliminate cybercrime is not possible task but by sharing awareness about cyber security and making people know their rights and duties and apply a strict law will success to decrease cybercrimes.

References

AGARI CYBER INTELLIGENCE DIVISION, 2021. *Anatomy of a Compromised Account - Threat Intelligence Brief | Agari*. [online] Agari. Available at: [Accessed 20 August 2021].

Kumudha, S. and Rajan, A., 2018. A critical analysis of cyber phishing and its impact on banking sector. *International Journal of Pure and Applied Mathematics*, 119(17), pp.1557-1569.

Verizon Enterprise. 2021. *Data Breach Investigations Report*. [online] Available at: [Accessed 18 August 2021].